Complete this form prior to the visit of a non-U.S. Citizen or Foreign Person. Send completed form to the Security representative in your facility.

HOSTING NON-U.S. CITIZEN/FOREIGN PERSON VISITORS

TASC facilities frequently host non-U.S. citizen/Foreign Person visitors due to the company’s involvement in the world marketplace. Some of these individuals are, or could be, TASC employees. The U.S. Government controls the transfer of technology to Foreign Persons and prohibits access to some unclassified information to all non-U.S. citizens. These policies also apply to anyone, including a U.S. citizen representing a foreign interest, e.g., foreign company or foreign government. Various government laws and regulations require the strict control of Foreign Person visits to defense contractor facilities, whether they are employees or visitors. As a cleared U.S. defense contractor, TASC must also comply with Department of Defense (DoD) regulations regarding the admission of Foreign Persons to our facilities, and regarding access to certain defense areas and information by non-U.S. citizens, including U.S. Resident Aliens.

For a variety of reasons, including to eliminate potential embarrassment to visitors and TASC, Security requires completion of the form (SE-F804) prior to a visit. This applies to one-time, extended, or recurring visits by all non-U.S. Citizens/Foreign Persons, as well as U.S. Persons representing a foreign interest. One-week (five business days) notification is required to allow Security, in conjunction with Business Area Export/Import Management, to verify the necessary approvals/clearances (such as citizenship, country of representation, information/facility access requirements, discussion topics, and export/import authority) before the visitor's arrival.

In situations where correspondence through diplomatic channels is necessary, 30-day advanced notice is needed to obtain the appropriate Government-to-Government approvals/clearances. This includes visits requiring:

1. The release of DoD classified/unclassified information from a classified contract to a non-U.S. citizen.
2. The release of unclassified technical data as defined in the Department of State International Traffic in Arms Regulations (ITAR) or the Department of Commerce Export Administration Regulations (EAR).

Government approvals are not necessary for Foreign Person visitors in the following situations:

- There will be no release or discussions of any information on classified activities.
- There will be no release or discussions of Technical Data.
- There will be no information released other than general business data and information, which has been previously approved for Public Release or is in the public domain.

Each Host/Escort shall understand and comply with the following:

1. An employee Host/Escort is required for all non-U.S. citizen/Foreign Person visitors unless an approved Technology Control Plan is in place.
2. The employee Host/Escort shall be a U.S. citizen and a TASC employee.
3. Avoid meeting sites or conference rooms for Foreign Person visitors that are deep within the facility.
4. Disclosure of classified or unclassified Technical Data to a Foreign Person constitutes an export and may be subject to controls of the ITAR or EAR.
5. Foreign Persons will be given access only to information necessary in the performance of task assignments and shall be subject to all Government approvals/sponsored visit request.
6. Ensure any information and/or material to be disclosed to a Foreign Person is approved, e.g., TAA, MLA, FMS, U.S. Government sponsored visit, or is already in the public domain.
7. Deny a Foreign Person access to export-controlled material and information unless there is an approved export authorization.
8. All electronic computer devices, cameras, and recording devices must be approved by the Security Department before they are authorized in the facility. Foreign Persons, like all visitors, are prohibited from connecting any electronic device to a TASC network or system. Care must also be taken during the visit to prevent inadvertent visual access by the visitor(s) to all active computer screens that may display export-controlled technical data.

Host/Escorts must also be aware that Resident Aliens who possess a valid Form I-551, i.e., “Green Card,” and are therefore U.S. Persons, are nevertheless non-U.S. citizens. They, and anyone representing a foreign interest, company or government, may not have access to some unclassified information and work areas that U.S. Government customers have contractually specified for access by U.S. citizens only. Check with Security to determine if such contracts exist at your facility. In such cases, the Facility Security Officer may direct use of this form for all Resident Alien visitors as a standard practice.
# VISITOR REQUEST – NON-U.S. CITIZEN/FOREIGN PERSON

## Host/Escort Information

<table>
<thead>
<tr>
<th>Primary Host/Escort Name</th>
<th>Employee No.</th>
<th>Phone Number</th>
<th>Organization</th>
</tr>
</thead>
<tbody>
<tr>
<td></td>
<td></td>
<td></td>
<td></td>
</tr>
</tbody>
</table>

<table>
<thead>
<tr>
<th>Local Host/Escort Name (if different from Primary)</th>
<th>Employee No.</th>
<th>Phone Number</th>
<th>Organization</th>
</tr>
</thead>
<tbody>
<tr>
<td></td>
<td></td>
<td></td>
<td></td>
</tr>
</tbody>
</table>

<table>
<thead>
<tr>
<th>Visit Location (Site, lobby, and interior location of meeting)</th>
<th>Date of Visit</th>
<th>From:</th>
<th>To:</th>
</tr>
</thead>
<tbody>
<tr>
<td></td>
<td></td>
<td></td>
<td></td>
</tr>
</tbody>
</table>

## Country and/or Company Represented

<table>
<thead>
<tr>
<th>If Company, Name</th>
<th>Company Incorporate in U.S.?</th>
</tr>
</thead>
<tbody>
<tr>
<td></td>
<td>Yes</td>
</tr>
</tbody>
</table>

<table>
<thead>
<tr>
<th>Address</th>
<th>City, Region, Country</th>
</tr>
</thead>
<tbody>
<tr>
<td></td>
<td></td>
</tr>
</tbody>
</table>

## Name(s) of Non-U.S. Citizen(s) or Foreign Person(s)

<table>
<thead>
<tr>
<th>Name (First, Middle, Last)</th>
<th>Birth Date</th>
<th>Place of Birth</th>
<th>ID Type*</th>
<th>Passport No./ Resident Alien Card</th>
<th>Exp. Date</th>
<th>Issuing Country</th>
<th>Citizenship Country</th>
<th>Other Citizenship Countries</th>
</tr>
</thead>
<tbody>
<tr>
<td>1.</td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
</tr>
<tr>
<td>2.</td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
</tr>
<tr>
<td>3.</td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
</tr>
<tr>
<td>4.</td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
</tr>
</tbody>
</table>

ID Type Symbols: RA = Resident Alien Card   PP = Passport   DL = Driver’s License (Foreign Representatives)

<table>
<thead>
<tr>
<th>Contract/Purchase Order No.</th>
<th>Program</th>
<th>Service Support Only</th>
</tr>
</thead>
<tbody>
<tr>
<td></td>
<td></td>
<td></td>
</tr>
</tbody>
</table>

<table>
<thead>
<tr>
<th>Reason for Visit (Provide a detailed description; add sheets as necessary)</th>
</tr>
</thead>
<tbody>
<tr>
<td></td>
</tr>
</tbody>
</table>

1. Will Technical Data as defined in ITAR Part 120.10 or 121 or Technology as defined in EAR Part 772 be discussed? (A Tech Data Export Authority form is required in most cases. Consult your Export/Import Representative.)

- Yes
- No

2. Indicate the applicable export authority (i.e., License No., TAA, MLA)

3. Will there be a tour, facility walk-through, or system/Hardware demonstrations?

   - Yes
   - No

   A. What areas will be visited?
   
   B. What System/Hardware will be demonstrated?
### VISITOR REQUEST – NON-U.S. CITIZEN/FOREIGN PERSON

4. Will any information other than marketing, General Business data or information already in the Public Domain or which DOD/DOS/DOE approved for Public Release be discussed or released (e.g., financial data)?
   - Yes
   - No

5. Will government personnel meet with/or accompany the visitor(s)?
   - Yes
   - No

6. Will classified information be discussed?
   - If Yes, what level of classification: [ ]
   - Yes
   - No

7. Will classified information relating to a U.S. Government classified program be released?
   - If Yes, consult with your business and program export/import representative.
   - Yes
   - No

8. Will NATO be discussed?
   - If Yes, a NATO briefing is required.
   - Yes
   - No

### Certification
I certify that I have read and understand my responsibilities (Page 3) for hosting a visit of a non-U.S. citizen/foreign person. I understand that I must comply with corporate/sector procedures regarding the export of technical information, defense articles, and defense services.

**Host/Escort Employee Signature**

**Local Host/Escort (On-site Point of Contact familiar with plan for visit, if different from Local Host listed above)**

<table>
<thead>
<tr>
<th>Name (Print)</th>
<th>Signature</th>
<th>Employee No.</th>
<th>Phone Number</th>
<th>Date</th>
</tr>
</thead>
</table>

**Approvals**

<table>
<thead>
<tr>
<th>Host/Escort Manager Name (Print)</th>
<th>Signature</th>
<th>Employee No.</th>
<th>Phone Number</th>
<th>Date</th>
</tr>
</thead>
</table>

<table>
<thead>
<tr>
<th>Empowered Official/Business/Program Export-Import Representative</th>
</tr>
</thead>
<tbody>
<tr>
<td>Name (Print)</td>
</tr>
</tbody>
</table>

### HOST/ESCORT ACKNOWLEDGMENT AND CERTIFICATION STATEMENT

The United States Government has issued specific regulations to defense contractors that govern the access of Foreign Persons to our facilities. A "**Foreign Person**" is:

1. Anyone who is not a U.S. citizen, a lawful permanent resident or a protected individual, or
2. Any U.S. citizen who represents a foreign entity, such as:
   a. A foreign government or any agency or subdivision thereof (e.g., embassy or mission), or
   b. A foreign corporation, business association, partnership, trust, society, or
   c. A foreign organization that is not incorporated or registered to do business in the U.S., or
   d. An international organization (e.g., NATO, UN, etc.).

A "**Foreign National**" is any person who is not a citizen or national of the U.S.

The information outlined below summarizes TASC Corporation Security requirements that apply when hosting the visit of a Foreign Person or any non-U.S. citizen at a TASC facility.

**Continued on the next page.**
The United States Government has issued specific regulations to defense contractors that govern the access of Foreign Persons to our facilities. A "Foreign Person" is:

3. Anyone who is not a U.S. citizen, a lawful permanent resident or a protected individual, or
4. Any U.S. citizen who represents a foreign entity, such as:
   a. A foreign government or any agency or subdivision thereof (e.g., embassy or mission), or
   b. A foreign corporation, business association, partnership, trust, society, or
   c. A foreign organization that is not incorporated or registered to do business in the U.S., or
   d. An international organization (e.g., NATO, UN, etc.).

A "Foreign National" is any person who is not a citizen or national of the U.S.

The information outlined below summarizes TASC Corporation Security requirements that apply when hosting the visit of a Foreign Person or any non-U.S. citizen at a TASC facility.

RESPONSIBILITIES:

The Host/Escort shall:

1. Understand the definition of the following terms, as described in the ITAR or EAR: Foreign Person, Technical Data, and Public Domain.
2. Comply with all procedures regarding "Incoming Visits by Non-U.S. Citizen and/or Foreign Persons."
3. Inform all TASC personnel supporting the visit of their limitations on the release of controlled technical data to the foreign national visitor(s).
4. Notify the Non-Citizen/Foreign Person visitor that original photo ID, e.g., Green Card or Passport, is required at entry.
5. Ensure proper escort is maintained at all times while on TASC premises when visitors are required to be escorted.
6. Perform a due diligence survey of the area(s) to ensure that an unauthorized export does not accidentally occur and obtain approval from the Security department if access is required to export control areas.
7. Ensure that the visitor does not have unauthorized access to U.S. Government classified information, Unclassified Controlled Technical Data, or to TASC Private/Proprietary information, without obtaining all appropriate approvals prior to granting access.
8. Ensure that no transmission of classified information to the visitor will take place without advance coordination with and specific authorization from the site Security department.
9. Review information to be disclosed to ensure the data is within the scope of the export license or the authorized Visit Request if access to controlled technical data is required.
10. Report all known or suspected ITAR/EAR compromise incidents immediately to the Security department.
11. File a report with the Program Export Focal Point describing any unauthorized export of technical data.
12. Contact the site Security department with any questions relating to this visit.